College of Experts | Offensive Cyber Working Group

The Offensive Cyber Working Group seeks to expand the number of academic researchers and doctoral students it engages with across a wide range of disciplines. In 2023, it is therefore launching a College of Experts to drive further discussion on (offensive) cyber operations and policy. This will be focused on those who conduct research on, or are based in, the United Kingdom.

**Purpose of the College of Experts**

This will bring together a range of interdisciplinary experts on cyber operations as broadly understood, including policy, doctrine and strategy, law and ethics, and/or technical dimensions. The College of Experts will be key participants in Group debates and events. It will also act as an expert body both within the United Kingdom and internationally on emergent and complex problems relating to cyber operations. The group will seek to run at least four meetings per year with guest speakers and an events and workshop programme for further development of thinking on cyber operations.

**Expectations**

1. All members to subscribe to the Offensive Cyber Working Group’s objectives as outlined in the Terms of Reference.
2. To attend up to four meetings of the College of Experts annually.
3. To contribute as appropriate to the Offensive Cyber Working Group’s expert blog, *The Alert.*
4. To act as an academic community for engagement with industry, government, and other non-academic stakeholders.

**Application**

Applications to the College of Experts will be invited periodically and will be advertised on the group’s website at [https://offensivecyber.org](https://offensivecyber.org)
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